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1. Business continuity planning is the process of creating systems of prevention and recovery to deal 

with potential threats to a company. (True) 

2. Business continuity planning targets to protect the valuable information of the company. (True) 

3. Risk management is a one time task. (False) 

4. Business impact analysis is used to prioritize potential hazards and violations. (False) 

5. The annual system maintenance helps the organization to prepare operating with new information 

systems at Oulu University Hospital (False). 

6. Printing documents is used as a backup procedure at Oulu University Hospital. (True) 

7. The annual system maintenances surveys have helped to determine the systems that are critical to 

patients' safety at Oulu University Hospital. (True) 

8. Different exercises that include scenario with possible cybersecurity incidents and violations are 

used to develop cybersecurity management and improve cybersecurity processes at Oulu University 

Hospital. (True) 

9. Using tape recorders is one method to back up valuable information at Oulu University Hospital. 

(True) 

 

 

© Paula Veikkolainen, Oulun yliopisto 2022 CC BY SA 

 


